
1.  

Atlassian 2FA Guide

Enter Username/Password and Log In.  You will be prompted to enable  2FA:

2FA Enable: Google Authenticator is recommended but other MFA applications work. (Enter in 6 digit pin that is provided from application and click 
"Enable 2 factor authentication")

2.  After you enable 2 factor authentication you will get to a screen where you can download backup codes (recommended).



3.  After you click continue you will get a U2F devices page (you can skip this step as it is not necessary).



4.  You have successfully enabled 2 factor authentication and will be logged into the application. 

Important note:  Since 2 factor authentication is now enabled, for our Bitbucket application (coderepo.mobilehealth.va.gov)  you will need to create a 
Personal Access Token to use any GIT Related commands (i.e git clone, git pull, git push) wiki page: 2 Factor Authentication - Bitbucket Personal Access 
Token Use

https://wiki.mobilehealth.va.gov/display/MACMCPO/2+Factor+Authentication+-+Bitbucket+Personal+Access+Token+Use
https://wiki.mobilehealth.va.gov/display/MACMCPO/2+Factor+Authentication+-+Bitbucket+Personal+Access+Token+Use
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