Atlassian 2FA Guide

1. Enter Username/Password and Log In. You will be prompted to enable 2FA:

Welcome to the VA MAE JIRA!  Reset password HERE Atlassian & ALM Tool support request HERE

Welcome to VA-MIS JIRA

Username  vacocartej5

Password

Remember my login on this computer

Not a member? To request an account, please contact
wour Jira administrators.

Atfassian Jira Project I AboutJira - Reporta problem

A ATLASSIAN

2FA Enable: Google Authenticator is recommended but other MFA applications work. (Enter in 6 digit pin that is provided from application and click

"Enable 2 factor authentication")

This account requires 2 Factor authentication, enable it, please

Two-factor authentication settings
2 Factor authentication status:

Your secret key is
JCYT2B3U

Enable 2 factor authentication

2. After you enable 2 factor authentication you will get to a screen where you can download backup codes (recommended).



Backup codes

© In case you lose your phone or access to your one-time password,
each of these recovery codes can be used once to regain access to
your account. Please save them in a secure place, otherwise you will
lose access to your account.

IR

Download codes m

3. After you click continue you will get a U2F devices page (you can skip this step as it is not necessary).

@ As UZF devices are only supported by a few browsers.
‘We require you to set up a two-factor authentication app before a U2F
device. Thus you'll always be able to log in, even when you use an
unsupported browser.

Two-factor authentication settings
2 Factor authentication status:

Deactivate 2FA Protection

Incraase security of your account by enabling 2FA,

Register U2F Hardware Security Keys

UZ2F Hardware Security keys can be used as your second factor of
authentication instead of a verification code.

Add U2F Device

Name Added Delete

#*

© 2FA is already enabled.
F evices as an alternative to TOTP, or you

Ell or add them later.

Ey skip adding U2F devices a

'}
Q



4. You have successfully enabled 2 factor authentication and will be logged into the application.

Important note: Since 2 factor authentication is now enabled, for our Bitbucket application (coderepo.mobilehealth.va.gov) you will need to create a
Personal Access Token to use any GIT Related commands (i.e git clone, git pull, git push) wiki page: 2 Factor Authentication - Bitbucket Personal Access
Token Use


https://wiki.mobilehealth.va.gov/display/MACMCPO/2+Factor+Authentication+-+Bitbucket+Personal+Access+Token+Use
https://wiki.mobilehealth.va.gov/display/MACMCPO/2+Factor+Authentication+-+Bitbucket+Personal+Access+Token+Use
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