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Empowering Public Servants

The Homeland Security Information 
Network (HSIN) empowers government 
agencies to achieve mission success 
by enabling seamless interagency 
and cross-jurisdictional collaboration. 
In this issue of the HSIN Advocate, 
we profile winners of the Best of 
HSIN Annual Awards including the 
Transportation Security Administration 
Field Intelligence Integration Division; 
Centers for Disease Control and 
Prevention Division of Global Migration 
and Quarantine; Homeland Security 
Investigations Operation Chain 
Reaction; Maryland Coordination and 
Analysis Center; Baltimore County 
Police Department; and the Federal 
Emergency Management Agency’s 
Individuals and Households Program.
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TSA Field Intelligence Integration 
Division Relies on HSIN to Help Protect 
Transportation Systems

The Intelligence Production and Evaluation Branch of the Field 
Intelligence Integration Division (FIID) at the Transportation Security 
Administration (TSA) Intelligence and Analysis (I&A) office, handles 
information sharing between the federal government and stakeholders 
on the U.S. transportation system. The team’s TSA Intel site on HSIN 
is a key asset for sharing information among personnel involved in 
commercial and general aviation, mass transit systems, freight and 
passenger rail, highways, pipelines, and ports. 

“TSA I&A’s presence on HSIN has enhanced 
the 75 TSA Field Intelligence Officers’ (FIOs) 
ability to share information and collaborate 
with our stakeholders in the field,” said Peter 
Clemens, Deputy Director, Field Intelligence 
Integration, TSA Intelligence and Analysis 
FIID. “FIOs serve as I&A’s on-site incident 
and significant event reporters for Federal 
Security Directors (FSDs) at airports, their 
regional surface counterparts, the Federal Air 
Marshal’s Service, and local transportation 
stakeholders such as law enforcement and 
security staff for airports, airlines, rail, and 
pipelines.” 

HSIN provides a collaborative work 
environment for the FIOs to share 
information from and with federal, state, 
and local entities including DHS, the 
Federal Bureau of Investigation (FBI), state 
governments, law enforcement, and 
private sector partners. The structure of 
the information within HSIN allows FIOs 
to identify specific topic areas and direct 
stakeholders to their respective interests, 
concerns, transportation modes, and regions.

“HSIN allows FIOs to identify and share 
information that might not be appropriate 
for normal email channels,” explained 
Clemens. “As FIOs continue to increase local 
stakeholder engagement, HSIN will continue 

to be vital for maintaining stakeholder 
relationships as well as highlighting TSA 
I&A as a reputable intelligence partner to 

agencies.”

To simplify information sharing with key 

industry stakeholders and other government 

aviation stakeholders, the FIID requested the 
creation of a Sensitive Security Information 
(SSI) document library to support aviation 
stakeholders and the Aviation Domain 
Intelligence and Analysis Cell (ADIAC). The 
library has been instrumental in providing 
real-time SSI products to stakeholders.

“We also created a second SSI portal for 
the surface transportation stakeholders, 
which includes freight rail, highway motor 
carrier, and hazardous liquid and natural gas 
transportation,” said Clemens. “Surface 

(Cont. on page 2)
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transportation users have praised this HSIN portal for 
its information sharing capabilities, and it has become a 
major asset and success for them.”

Both SSI portals are displayed on the site’s landing page, 
which provides easy access for federal, state, local, tribal, 
territorial, international, and/or private sector partners, 
including transportation industry stakeholders. To learn 
how HSIN can support your mission, contact HSIN@
hq.dhs.gov.

HSIN Honors Public Servants 
The month of May is dedicated to recognizing public 
servants and the contributions they have made to our 
nation. This year’s Public Service Recognition Week (May 
7-13), Police Week (May 14-20), Emergency Medical 
Services Week (May 21-27) and Memorial Day (May 
29) reminded us of the valuable services provided by 
individuals who safeguard the health, safety, and well-
being of communities at federal, state, local, tribal, and 
territorial levels. The HSIN program honors your service, 
and we also remember the families and loved ones of 
those who perished in service.

Expanding the Operational 
Impact of HSIN
City of Orlando Fully Integrates HSIN Into Public Safety Operations
Learn how the City of Orlando Office of Emergency Management 
(OEM) has fully integrated HSIN into its operations. HSIN allows the 
City of Orlando to enhance its coordination, planning, information 
sharing, command and control, and situational awareness during all 
types of operations. The Orlando OEM uses HSIN to securely share 
information with hospitals, school districts, theme parks, the local 
airport, National Weather Service, university systems, and other public 
safety organizations at the federal, state, and local levels.

HSIN Connect Is an Invaluable Tool for North Carolina National 
Guard 
See how the North Carolina National Guard (NCNG) uses HSIN 
as a single-source platform for interagency collaboration and 
communication. The NCNG Joint Operations Center (JOC) creatively 
leverages HSIN Connect to respond to incidents and events throughout 
North Carolina including hurricanes, flooding, civil unrest, and the 
recent pandemic. With HSIN, partners have the ability to quickly share 
information for shared situational awareness, which in turn streamlines 
the workload of operations teams. 

With HSIN, we can provide a 
real-time common operating 
picture for over 550 executive 
law enforcement entities 

with the capability to push and pull 
information in real time to drive policy 
and executive decision making.

Captain Michael Smith 
Executive Officer, New Jersey State Police (March 2023)

HSIN in Action
To learn more about the innovative ways HSIN empowers public 
servants, check out these additional resources:

 n  NYPD Intelligence Bureau Uses HSIN to Help Partners Address 
Complex Threat Landscape

 n HSIN Strengthens Emergency Preparedness in the National 
Capital Region

 n Maryland’s Eastern Shore Information Center uses HSIN to 
Share Information With 38 Local Law Enforcement Agencies

https://hsin.dhs.gov/Documents/Advocate Articles/City of Orlando Fully Integrates HSIN Into Public Safety Operations.pdf
https://hsin.dhs.gov/Documents/Advocate Articles/HSIN Connect Is an Invaluable Tool for North Carolina National Guard.pdf
https://hsin.dhs.gov/Documents/Advocate Articles/HSIN Connect Is an Invaluable Tool for North Carolina National Guard.pdf
https://hsin.dhs.gov/Documents/Advocate%20Articles/CISA%20Uses%20HSIN%20to%20Help%20Secure%20Americas%20Tech%20Supply%20Chain.pdf
https://hsin.dhs.gov/Documents/Success Stories/2022/NYPD-Intelligence-Bureau-Uses-HSIN-to-Help-Partners-Address-Complex-Threat-Landscape.pdf
https://hsin.dhs.gov/Documents/Success Stories/2022/NYPD-Intelligence-Bureau-Uses-HSIN-to-Help-Partners-Address-Complex-Threat-Landscape.pdf
https://hsin.dhs.gov/Documents/Advocate Articles/HSIN Strengthens Emergency Preparedness in the National Capital Region.pdf
https://hsin.dhs.gov/Documents/Advocate Articles/HSIN Strengthens Emergency Preparedness in the National Capital Region.pdf
https://hsin.dhs.gov/Documents/Advocate Articles/Maryland ESIC Uses HSIN to Support 38 Local Law Enforcement Agencies.pdf
https://hsin.dhs.gov/Documents/Advocate Articles/Maryland ESIC Uses HSIN to Support 38 Local Law Enforcement Agencies.pdf
mailto:HSIN%40hq.dhs.gov?subject=
mailto:HSIN%40hq.dhs.gov?subject=
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BEST OF HSIN “SILVER” WINNER FOR INCIDENT SUPPORT

HSIN Streamlines Operations for FEMA Disaster Response

The Federal Emergency Management Agency (FEMA) Individuals and Households Program (IHP) provides financial and direct services to 
eligible individuals and households affected by a disaster. Using HSIN, the Individual Assistance (IA) Division within the IHP Branch and the IA 
Training Section have streamlined several key processes.

“HSIN has improved the consistency and accuracy of information shared with disaster survivors by making FEMA resources available to 
everyone who supports our survivors, not just those who have access to information behind FEMA’s firewalls on internal SharePoint sites,” 
said Greg Schultz, FEMA Training Evaluation and Development Chief. “HSIN allows FEMA to provide access to a secure environment for our 
external augmentation staffing solutions such as contractors and other federal agencies who support FEMA with our mission of helping 
individuals and families who have been affected by a disaster.”

HSIN also enabled the IA Training Section to effectively train large classes of individuals to support the FEMA mission. Through HSIN Connect, 
the IA Training Section conducted more daily virtual training sessions than would have been possible using FEMA’s limited Adobe Connect 
licenses. In 2022, for example, FEMA held 14 classes with over 2,000 students, preparing them to assist disaster survivors of Hurricane Fiona 
in Puerto Rico, Hurricane Ian in Florida and South Carolina, and Hurricane Nicole in Florida, as well as disaster survivors from severe storms 
and flooding in Illinois.

“During and after training, our external staffing solutions are no longer reliant on their own repositories to access critical FEMA guidance,” 
explained Melissa Stone, IHP Front Office and Capacity Enhancement Office Supervisor. “In the previous model, individual entities maintained 
different versions of repositories and FEMA couldn’t confirm the information was up to date. Now, FEMA manages the HSIN site that all 
external augmentation staff rely on, thus ensuring all resources are current and are provided in a user-friendly manner that’s equivalent to 
what’s provided to FEMA employees.”

The HSIN site houses over 80 critical documents, and with the assistance of HSIN Mission Advocates, FEMA was able to provide access to 
these valuable resources to almost 6,000 individuals in just over one months’ time.

“With the assistance of HSIN’s staff, FEMA was able to provide speedy access to the site, clarify procedures, and help resolve issues as they 
arose,” said Amy Yi, IHP Front Office Program Analyst. “As of December 2022, agents supporting FEMA and accessing HSIN have significantly 
contributed to over one million approved applications for FEMA’s Individual Assistance program totaling more than $1.4 billion in financial 
assistance.”

FEMA’s use of HSIN has notably improved the efficiency and effectiveness of FEMA resources and training, thus allowing FEMA to augment 
their staffing capacity quickly and efficiently while ensuring FEMA can care for the needs of disaster survivors in a prompt manner. To learn 
how HSIN can support your mission, contact HSIN@hq.dhs.gov.

mailto:HSIN%40hq.dhs.gov?subject=
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BEST OF HSIN “GOLD” WINNER FOR INCIDENT SUPPORT

HSIN Virtual Command Center Supports Multiple Operations 
for Baltimore County PD

The Baltimore County Police Department (BCPD) regularly uses 
HSIN Connect to set up a virtual command center (VCC) for incident 
support. In September 2022, Pine Grove Middle School in Baltimore 
was evacuated after an explosive device was found in a vehicle 
near school property. Prior to the arrest of a suspect, police in 
neighboring Howard County contacted BCPD, which then activated 
their HSIN VCC to communicate with other jurisdictions including 
the Maryland Coordination and Analysis Center, Federal Bureau 
of Investigation, and Bureau of Alcohol, Tobacco, Firearms and 
Explosives.

“The HSIN VCC enabled stakeholders to centralize communication, 
reduce redundancy of efforts, and eliminate siloed work both 
internally and externally,” explained Captain Wes Fischer, Criminal 
Intelligence Section Commander, BCPD. “The interagency 
coordination helped lead to the arrest of a person charged with 
possession of an explosive device as well as firearm and drug 
offenses.”

Additionally, BCPD activated a HSIN VCC to coordinate a 
multijurisdictional, multi-state manhunt for a suspect wanted in a 
kidnapping. The VCC enabled command and control personnel to 
instantly share communications and intelligence that ultimately led 
to capture of the suspect. The BCPD also routinely activates their 

HSIN VCC for operations involving barricaded subjects.

“We have expanded the HSIN VCC by screen-sharing video streaming 
from air assets operated by our Aviation Unit as well as video from 
allied agencies,” said Captain Fischer. “We’ve also used the VCC 
to share information from an agency Team Awareness Kit (TAK), 
which provides geospatial information and allows collaborative 
mapping activities. The HSIN VCC in conjunction with TAK provides 
commanders with immediate actionable intelligence to safeguard 
the community at large as well as protect boots-on-the-ground 
operators.”

BCPD also uses the HSIN VCC to support safety and security 
at planned events such as the Maryland Cycling Classic and 
Professional Golfers’ Association (PGA) tournaments. To learn how 
HSIN can support your mission, contact HSIN@hq.dhs.gov.

BEST OF HSIN “SILVER” WINNER FOR DAILY OPERATIONS/MISSION INTEGRATION

HSIN Plays Instrumental Role in Homeland Security 
Investigations “Operation Chain Reaction”
Counterfeiting is a continually growing threat 

that can result in catastrophic outcomes as counterfeit parts can 
seriously impair supply chains of all sectors. Of particular concern is 
the impact to Department of Defense (DOD) missions and function 
of government. Counterfeits increase the likelihood of jeopardizing 
the mission, affecting the integrity and reliability of weapon systems, 
imperiling the safety of service men and women, as well as posing a 
significant risk to national security.

The National Intellectual Property Rights Coordination Center (IPRC) 
leads the federal government’s response to intellectual property 
theft, a crime that costs American industries lost revenue and 
jobs every year. Operation Chain Reaction (OCR) is a Homeland 
Security Investigations (HSI)-led task force that proactively targets 
counterfeit goods entering the U.S government supply chain. By 
leveraging public-private partnerships, innovative data analytics, and 
the combined expertise of 17 member agencies, OCR ensures the 
practical implementation of supply chain risk management principles.

“In 2022, OCR adopted HSIN as a platform to share information 
across multiple departments and agencies, and HSIN was 
instrumental in OCR initiating 31 criminal investigations, conducting 
226 lead deconflictions, securing one indictment and three 
convictions, and shutting down an estimated $1 billion counterfeit 
network supplier,” said Brian Martin, HSI Program Manager.

In 2010, OCR was formed after the Bureau of Industry and 
Security (BIS), within the Department of Commerce, issued a 

defense industrial base assessment of counterfeit electronics. 
The assessment was conducted due to an increasing number of 
counterfeit electronics infiltrating the DOD supply chain. These 
counterfeits affected weapon system reliability and complicated 
DOD’s ability to sustain platforms with extended life cycles and 
maintain weapon systems in combat operations.

“The OCR community on HSIN provides secure, convenient, on-
demand access to a multiagency deconfliction list, which ensures 
OCR team members have access to the latest version of the list as 
well as the capability to update the list when needed,” explained 
Martin. “Also, HSIN allows us to share sensitive documents that 
support OCR engagements, and we can easily provide and remove 
access to users as needs and missions change.”

In 2022, OCR expanded its supply chain risk management processes 
to neutralize supply chain threats across the entire federal 
government. To drive meaningful results, OCR focuses on developing 
key partnerships, modernizing existing processes, and integrating 
and analyzing interagency data sources to identify, neutralize, and 
exploit supply chain threats.

“The OCR mission is greatly enhanced using the HSIN platform 
and suite of applications such as HSIN Connect,” said Martin. “This 
platform allows for open dialog among the members and provides 
the ability to assist others with critical information.” To learn how 
HSIN can support your mission, contact HSIN@hq.dhs.gov.

mailto:HSIN%40hq.dhs.gov?subject=
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BEST OF HSIN “SILVER” WINNER FOR INTERAGENCY COLLABORATION

CDC Use of HSIN Helped Prevent the Spread of COVID-19 
During the Pandemic

During the COVID-19 pandemic from 2020-2022, interagency 
collaboration between DHS, the Centers for Disease Control and 
Prevention (CDC), and Transportation Security Administration (TSA) 
was critical to help prevent the spread of this serious infectious 
disease during travel. The CDC Division of Global Migration and 
Quarantine (DGMQ) community on HSIN provided all agencies a 
secure platform for coordination and communication.

“Together, the CDC and DHS manage the tools for U.S. public health 
travel restrictions, which include the Do Not Board and Public Health 
Lookout lists,” said Krista Duong, Lead Public Health Advisor, CDC. 

“Within HSIN, we have DGMQ individual membership sites that allow 
the compartmentalization of information so that each agency’s users 
have access only to what is necessary for them to complete their role 
for implementing and removing travel restrictions.”

The CDC in collaboration with DHS, established The Do Not Board 
list to prevent commercial air travel by people who are contagious 
with certain diseases of public health concern. A person on the Do 
Not Board list is prevented from obtaining a boarding pass for any 
flight into, out of, or within the U.S., and the TSA enforces the list for 
commercial air travel. Additionally, to complement the Do Not Board 
list, a Public Health Lookout is issued to alert DHS when a person 
who has been placed on the list tries to enter the U.S. through a land 
border crossing site, seaport, or airport.

The Public Health Lookout prompts a public health notification 
to CDC of a person with a suspected or confirmed infectious 
disease before they are admitted into the U.S. at one of the ports 
of entry. Customs and Border Protection (CBP) uses this tool to 
put the person in contact with public health authorities to ensure 

appropriate isolation and follow-up care, if indicated, and other 
public health management.

“Due to the widespread availability of COVID-19 tests at airports and 
the quick turnaround of test results, some ready within 15 minutes, 
the need for a rapid communication system between federal 
agencies at the height of the pandemic became apparent,” explained 
Duong. “The HSIN site for CDC DGMQ allowed for swift information 
sharing about individuals who had a recent positive COVID-19 test 
result and imminent travel reservations. Our use of HSIN improved 
urgent decision making about travel restriction for placing individuals 
on the Do Not Board and Public Health Lookout lists.”

“These Do Not Board and Public Health Lookout lists have been 
primarily used for tuberculosis and COVID-19; however, these 
public health tools are available 24/7 and can be used for any 
communicable disease that poses a serious public health threat,” 
said Duong. “For example, these restrictions were also used for the 
Mpox outbreak in June-September 2022 and can be evaluated for 
use for any future outbreak of a novel or reemerging communicable 
disease in the future.”

The CDC DGMQ site on HSIN allows for the secure access and 
sharing of sensitive data with different government agencies in 
coordination to help prevent the introduction, transmission, and 
spread of communicable diseases into, within, and out of the 
U.S. Together, the CDC and DHS have demonstrated exemplary 
interagency collaboration using HSIN for the management of public 
health travel restrictions during the pandemic. To learn how HSIN 
can support your mission, contact HSIN@hq.dhs.gov.

mailto:HSIN%40hq.dhs.gov?subject=
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  HSIN Training Corner
  To view any training materials in HSIN Learn, please login to HSIN Central first at https://hsin.dhs.gov.

Training Central Homepage
Whether you are new to HSIN or a seasoned user, Training Central 
is the entry point to your HSIN learning resources. Through this 
portal you have access to HSIN Learn content including self-paced 
and computer-based training modules to help you get the most 
out of the HSIN platform. With the help of the HSIN Learn training 
tool, users can access training content whenever and wherever it is 
needed. Visit Training Central today!

Community Cross-Collaboration Training 
Opportunities
The DHS Office of Intelligence & Analysis (I&A) Intelligence Training 
Academy (ITA) would like to invite HSIN users to free unclassified 
webinars, online live classes, and virtual events. Please view the I&A 
Intelligence Training Academy Outreach Bulletin for free training 
opportunities.

Does your community have training opportunities you would like to 
share with other HSIN users? If so, please contact the HSIN Training 
team at HSIN.Training@hq.dhs.gov to have your next training 
opportunity posted here!

July HSIN User Group (HUG) Session:
 n Topic: HSIN Modernization Update

 n Date and Time: Thursday, July 20, 12:00 p.m. to 1:00 p.m. Eastern 
Time

 n Microsoft Teams Meeting Link: Click here to join the meeting

 n Meeting ID: 291 234 245 928

 n Passcode: 75xsJP

 n Download Teams | Join on the web

 n Past HUG Recordings: https://learn.dhs.gov/hug/

Cybersecurity Tips From CISA 

More than a Password: Protect Yourself from Malicious Hackers with Multifactor Authentication
Do you ever worry about getting hacked? Your password isn’t protecting you the way you think it is. Especially if someone can guess your 
password from looking at your social media. But let us say you have a complex password—or even a password manager—unfortunately 
malicious cyber actors still have ways to get past your password. So, what do you need? More than a password! A second method to verify 
your identity.

Multifactor authentication (MFA) can make you much more secure. Taking the extra step beyond just a password can protect your business, 
online purchases, bank accounts, and even your identity from potential hackers.

What is Multifactor Authentication?
Prove it is you with two! MFA is a two-step, layered approach to securing your online accounts and the data they contain. When you enable 
MFA in your online services, you must provide a combination of two or more authenticators to verify your identity before the service grants 
you access. Using MFA protects your account more than just using a username and password.

Users who enable MFA are significantly less likely to get hacked. Why? Because even if a malicious cyber actor compromises one factor (like 
your password), they will be unable to meet the second authentication requirement, which ultimately stops them from gaining access to your 
accounts.    

ABOUT HSIN | HSIN is DHS’s designated system for trusted sharing of Sensitive but Unclassified (SBU) information among federal, state, local, tribal, territorial, 
international, and private sector partners. Mission operators use HSIN to access homeland security data, send requests securely between agencies, manage 
operations, coordinate planned event safety and security, respond to incidents, and share the information they need to fulfill their missions and help keep their 
communities safe. HSIN users are making key contributions to homeland security in areas such as streamlining intelligence sharing, bolstering cybersecurity, 
strengthening election security, intercepting illegal drugs, keeping schools safe, and ensuring safety and security at key events. 

For more information, contact the HSIN Outreach Team at HSIN@hq.dhs.gov  
or visit our website at www.dhs.gov/hsin.

https://hsin.dhs.gov
https://hsin.dhs.gov/Training/Pages/default.aspx
https://learn.dhs.gov/cross-collaboration/
https://learn.dhs.gov/cross-collaboration/
mailto:HSIN.Training%40hq.dhs.gov?subject=
https://teams.microsoft.com/l/meetup-join/19%3ameeting_NWUzYjRhMmItNmVlYS00OTAyLTk0YmMtMmVkNTEzZjM3MzM5%40thread.v2/0?context=%7b%22Tid%22%3a%223ccde76c-946d-4a12-bb7a-fc9d0842354a%22%2c%22Oid%22%3a%22b05975ed-7fb6-4d15-bfdc-5db8ce3bb19a%22%7d
https://www.microsoft.com/en-us/microsoft-teams/download-app
https://www.microsoft.com/microsoft-teams/join-a-meeting
https://learn.dhs.gov/hug/



